Poisoning (files with contents different to description)

Polluting (inserting bad packets into the files)

Defection (users use the service without sharing)

Insertion of viruses (attached to other files)

Malware (originally attached to the files)

Denial of Service (slow down or stop the network traffic)

Filtering (some networks don’t allow P2P traffic)

Identity attacks (tracking down users and disturbing them)

Spam (sending unsolicited information)

